
UNSAFE OBSOLETE ROUTERS 
 
 
The FBI has identified these popular but obsolete router models distributing malware. 
They were connected to the internet with remote administration turned on, which is the 
default setting. Even having the remote administration password protected could be 
bypassed: 
Linksys Routers: 
E1000 
E1200 
E1500 
E1550 
E2500 
E3000 
E3200 
E4200 
WRT310N 
WRT320N 
WRT610N 
Cisco Router: 
M10 
 
Ready to Upgrade Your Router? Here's What You Should Know About Wi-Fi First - 
CNET 
 
6 overlooked router settings that can improve your network security 
 
 
 
 

https://www.cnet.com/home/internet/ready-to-upgrade-your-router-heres-what-you-should-know-about-wi-fi-first/
https://www.cnet.com/home/internet/ready-to-upgrade-your-router-heres-what-you-should-know-about-wi-fi-first/
https://www.xda-developers.com/overlooked-router-settings-that-can-improve-your-network-security/

